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Abstract of the contribution: This pCR propose a new solution for KI #11 and #18 in TR 23.700-91.
Discussion
This solution addresses the following bullets in Key issue #11 and #18:
-
(KI #11) Reduce signalling load for data collection. 

-  (KI #11) Achieve communication efficiencies in large networks consisting of many NF instances and NWDAF instances.

-
(KI #11) Which enhanced mechanisms can be defined for NWDAF and NFs to minimize the load for data collection?

-
(KI #11) How to reduce frequency of notifications that are transmitted by the source NF.
-
(KI #18) Whether and which enhancement for data collection and/or analytics exposure framework is required to enable real-time or near real-time NWDAF communication.
The bullets are raised to enhance the communication efficiency and speed to collect data from various NF. The fundamental reasons for the problem are i) frequent notification by source NF, and ii) the batched raw data that naturally requires high volume in single notification. 
In order to address the problem, this pCR proposes to improve the current network exposure service of NFs in Rel-16 while i) allowing the granularity to enable NF’s notification, and ii) using differences from the previously notified one in each event notification. 

i) The granularity to enable NF’s notification indicates the maximum allowable error for the data change compared to the previous one set by the NWDAF. If granularity applies, each NF can skip the notification of the requested data for a reporting cycle, in which the change in the requested data does not exceed the granularity, and each NWDAF can infers the requested data from granularity and the previously notified data, even if it is not reported at the cycle. With this, each NF can significantly reduce the frequency of event notification. 
ii) Reporting differences from the previous one enables to significantly reduce the data volume for each notification, since the volume of differences is generally lower than the volume of original data. For example, the volume of list of SUPI covered by an NF is usually larger than difference of that compared to the previous one. In addition, it is enough for the NWDAF to correctly re-assemble the requested data with difference and the exact data that previously notified. So, this solution proposes to use difference in notification, instead of reporting exact value of the requested data. 
Proposal
It is proposed to update the following text proposal in TR 23.700-91.
*** Start of change (all new text)***
6.X
Solution for Key Issue #11 and #18: <Enhancement on network exposure to allow data approximation>
6.X.1
Description

6.X.1.1
General
This is a solution for Key Issue #11 and #18: “Increasing efficiency of data collection” and “Enhancement for real time communication”. 

To increase the efficiency of network data collection from NF and to enable real-time or near-real time data collection, this solution proposes to improve the network exposure service (see clause 4.15 in TS 23.502 [3]) of NFs. The solution includes i) to allow some errors on the required data in each NF’s notification, where the maximum allowable error is set by the consumer NF (i.e., NWDAF), and for the producer NF ii) to notify not the exact data value but the differences from the previous notification.

For the detail, this solution introduces new parameters “Event Reporting Granularity” and “Reporting Value Flag” as Event Reporting Information (see clause 4.15.1 in TS 23.502 [3]) in Nnf_EventExposure_Subscribe operation, where the “Event Reporting Granularity” indicates the maximum allowable error in the requested data for each notification compared to the previous one, and “Reporting Value Flag” indicates to notify the requested data with either difference (e.g., newly added or deleted target data compared to previous notification or the data that changes to exceed Event Reporting Granularity) from the previous notification, or exact data for this notification. 

If the Event Reporting Granularity is set by consumer NF (i.e., NWDAF) in event exposure subscription, the producer NF shall send the first notification with exact value for the requested data, and then, from the second notification, the NF shall not notify the requested data to the NWDAF, if the changes in data do not exceed the Event Reporting Granularity by the end of event notification cycle. 

In the perspective of the NWDAF, if the NWDAF does not receive the notification of the requested data at the end of reporting cycle, the NWDAF shall infer the data from the previously reported one with Event Reporting Granularity. So, the NWDAF can have full history of the required data for every reporting cycle during subscription period and enables to significantly reduce frequency of notification.

Also, in order to reduce reporting data volume, this solution proposes that the producer NF can send the notification with the difference from the previous one, when “Reporting Value Flag” indicates to use differences.
In the perspective of the producer NF, if “Reporting Value Flag” is set to use difference, the NF shall notify only the data (i.e., set of value or set of information) newly added or deleted or changed to exceed “Event Reporting Granularity” compared to the previously notified one among whole set of requested data, at the end of event notification cycle. Otherwise, when “Reporting Value Flag” is set to use exact value, the NF shall notify whole set of the requested data at the end of event notification cycle. In the perspective of the NWDAF, when NWDAF sets “Reporting value Flag” as using differences, and receives the notification with differences, the NWDAF shall re-assemble the requested data with previously one and the newly notified differences. So, using difference enables to reduce the data volume of each notification without loss of the requested data.
6.X.1.2
Procedure to data collection from NFs 
The following procedure describes for NWDAF to get the required data from the provider NF to increase data collection efficiency and to support real-time and near-real time data collection while allowing some errors. 
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Figure 6.x.1.2-1: Procedure for Event Reporting Granularity based conditional NF data collection
0.
The NWDAF determines an appropriate maximum amount of error for the required data to generate a certain analytics and set Event Reporting Granularity and Reporting Value Flag to collect the data.
1.
The NWDAF subscribes to subscription for NF’s data collection by invoking Nnf_EventExposure_Subscribe which includes Event Reporting Granularity and Reporting Value Flag as parameters.
2. 
For every reporting cycle except for the first notification, if the change in requested data does not exceeds the maximum amount of error given by Event Reporting Granularity, NF shall not notify the requested data to the NWDAF. Otherwise, NF shall notify the requested data to the NWDAF with either difference from the data previously notified, or exact data value according to indication of Reporting Value Flag in step 2 by invoking Nnf_EventExposure_Notify. 
NOTE: The first notification only allows to notify the requested data with exact value, even if Reporting Value Flag indicates to use difference.  
3.
If the NWDAF does not receive the notification from the NF at the end of each reporting cycle, NWDAF infers the requested data for the reporting cycle from the previously notified one with the Event Reporting Granularity. Otherwise, in case the notification is based on difference, the NWDAF re-assembles the requested data for the reporting cycle from the previously notified one with the received one, and in case the notification is based on exact data value, the NWDAF uses the data value to generate the analytics.
6.X.1.3
Contents of Nnf_EventExposure_Subscribe operations

In addition to information defined in TS 23.502 [3], Nnf_EventExposure_Subscribe contains the following in Event Reporting Information:
· Event Reporting Granularity: indicates the maximum amount of allowable error for NWDAF on the requested data during each event reporting cycle, and required data granularity of the requested data.
· Reporting Value Flag: indicates the type of notification value (i.e., either the difference from the previous one, or the exact data value). 
If the subscribed event ID supports to collect multiple data from the NF, the consumer can respectively set Event Reporting Granularity and Reporting Value Flag for each data. 
In case of the requested data is a value (e.g., the number of UE in Area of Interest, etc), the Event Reporting Granularity is expressed by scalar value which indicates the allowable error range in data value. For example, if the NWDAF collects the number of UE in a certain area from the AMF with the Event Reporting Granularity set by 10, the AMF shall not notify to the NWDAF when the number of UE in that area changes within [-10, +10) compared to the previous one. Then, NWDAF shall infer data for the event reporting cycle within [previous data -10, previous data+10). 

In case of the requested data is not a value but information (e.g., UE ID, UE location, NF status, etc), Event Reporting Granularity is expressed by the specific information (e.g., list of SUPI(s), list of TA, registered, etc). For example, the NF reports either the difference from the previously notified SUPI(s) or exact value (i.e., all SUPI(s) covered by NF and Target of Event Reporting) by invoking Nnf_EventExposure_Notify, only when some UE ID(s) not included in list of SUPI(s) in Event Reporting Granularity, are newly added or disappeared. 
NOTE: Event Reporting Granularity and Reporting Value Flag can be updated by re-invoking Nnf_EventExposure_Subscribe.
Editor's Note: The needs of further expression for Event Reporting Granularity is FFS. 
Editor's Note: The needs of further enhancements on Nnf_EventExposure_Subscribe to support Event Reporting Granularity is FFS.
When “Reporting Value Flag” is set to use difference, the NF shall notify only the data that newly added or deleted or changed to exceed “Event Reporting Granularity” compared to the previously notified one among whole set of requested data, at the end of event notification cycle. For example, NWDAF collects the set of SUPI and UE location for a specific group of UE from AMF. If the “Reporting Value Flag” is set to use difference, then the AMF does not report whole set of targeted SUPI and UE location, but only reports the set of SUPI and UE location that newly added or deleted or changed to exceed “Event Reporting Granularity” compared to the previously notified one.
6.X.2
Impacts on Existing Nodes and Functionality
This solution requires to extend the existing Nnf_EventExposure_Subscribe service operation and the feature of following node:
NWDAF: The NWDAF can determine a proper Event Reporting Granularity for the required data to generate the analytics, and can infer the required data over the subscription period from conditionally notified differences from the previously notified one.
All 5GC NFs exposing its events: NF can provide the requested network data in terms of differences from the previously notified one, only when the change in data exceeds the given Event Reporting Granularity over the event reporting cycle. 
*** End of change***
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